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Learn more about our information security 
and technology solutions.  
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Don’t become another statistic in the 
cybersecurity battle! It’s time to 
embrace a proactive, innovative 
approach to cybersecurity – one that 
empowers you to fend off today’s 
sophisticated cyber threats and secure 
your mission-critical data and systems.  

78% of senior IT and IT security leaders 
lack confidence in their company’s 
cybersecurity posture1

effectively 
mitigate today’s 
cybersecurity risks
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security breaches 
are costly and hurt 
your reputation

a proactive approach strengthens 
your cybersecurity posture  

you face complex 
cybersecurity challenges

Cost of breaches are 
consistently rising, partly 

due to a remote workforce 
expanding the cyber-attack 

surface and adding 
vulnerabilities to exploit.4

78%

63%40% 40% of IT leaders say 
cybersecurity jobs are the 
most difficult to fill2 

63% of companies report 
their data was potentially 
compromised in the last 12 
months due to a hardware- or 
silicon-level security breach3

$4.2 billion
U.S. online crime loss 20205 

$3.86 million
average cost of a data breach 
between 2019-20206
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520% 
increase in phishing and 
ransomware attacks in 
the financial sector7 

64% of breaches stem from external threats, 35% from internal8
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